Scientific Software Security Innovation Institute Workshop
August 6, 2010

NCSA ACCESS Center, 901 N. Stuart St. #800
Arlington Va, 22203  (703) 248-0072

Workshop Objectives
1. To document security software efforts in place in order to develop a competitive landscape of options.
2. To document security needs from the perspective of a wide variety of domain scientists, representing virtual organizations, national observatories, and small research projects.
3. To recommend whether S3I2 should move forward and, if so, to identify observatory or other project partners, organizational structures, and services that would comprise this institute.
4. To understand the parameters, including but not limited to financial, policy, and human, which influence sustainable security for research cyberinfrastructure.

Workshop Draft Agenda

7:30 – 8:30  Breakfast
8:30 – 8:45  Welcome and Workshop Goals
8:45 – 9:15  Identify Existing Security Efforts - objective #1
9:15 – 9:45  Survey Results – objective #2
9:45 – 10:00  Morning Break
10:00 – 12:00  Security Software Institute Key Attributes – objective #3
                      Discussion of potential services/functions
                      Relationships to other I2S2s
12:00 – 12:45  Lunch
12:45 – 2:30  Institute Sustainability – objective #4
                      Funding model discussion
                      Review of current examples
                      OWASP
                      Internet2
                      REN-ISAC
                      Governance
2:30 – 2:45  Break
2:45 – 3:15  Metrics for Success for the Proposed Institute
3:15 – 4:30  Review Results, Wrap-up